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I. INTRODUCTION 
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The Enterprise Risk Management (ERM) Program 
 

Establishing the ERM Program 
 
The Board of Directors (Board) and the Management of Megawide 
Construction Corporation and its Subsidiaries (Megawide Group) fully 
recognize the strategic value of an Enterprise Risk Management (ERM) 
system in running its day-to-day operations of the Group. It serves as a 
framework for an effective and sustainable management of 
uncertainties, mitigating prioritized risks, and exploring opportunities 
as they arise. It provides the Board and Management with an 
integrated and comprehensive methodology, and proactive 
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conversation to gather ideas from group members 
about a particular issue.   
 
Business Risk Dictionary – a tool that sets the 
common risk language within an organization. 
 
Checklists – a tool that contains any list (e.g. list of 
risk or controls) that have been developed from past 
experience or historical data.   
 
Chief Risk Officer – the champion of ERM at an 
organization; leads the development, 
implementation, maintenance and continuous 
improvement of a comprehensive Enterprise Risk 
Management (ERM) Program. 
 
Context – the external and internal parameters to be 
considered when managing risk. 
 
Control – a measure, strategy, program, activity or 
any mechanism in place that modifies the risk. 
 
Communication and Consultation – a continual and 
iterative process that an organization conducts to 
provide, share or obtain information, and to engage 
in dialogue with stakeholders and others regarding 
the management of risk. 
 
Document Review – a technique of going over 
documents to look for information that is relevant 
and useful. 
 
Enterprise Risk Management - a process, effected by 
an entity’s board of directors, management and 
other personnel, applied in strategy setting and 
across the enterprise, designed to identify potential 
events that may affect the entity and manage risks to 
be within its risk appetite, and to provide reasonable 
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Risk Appetite - amount and type of risk that an 
organization is prepared to pursue, take or retain.  
 
Risk Assessment – the overall process of risk 
identification, risk analysis and risk evaluation.  
 
Risk Assessment Criteria – terms of reference 
against which the significance of risk is evaluated. 
 
Risk Driver Analysis – a tool to present and 
understand the underlying drivers and causes of 
risks.  This is similar to the more common Root Cause 
Analysis, where risk drivers and sources are 
determined.   

 
Risk Evaluation 
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Risk Management Policy - statement of the overall 
intentions and direction of an organization related to 
risk management.  
 
Risk Management Process - systematic application 
of management policies, procedures and practices to 
the activities of communicating, consulting, 
establishing the context, and identifying, analyzing, 
evaluating, treating, monitoring and reviewing risks.  
 
Risk Profile Map - a graphical depiction of a select 
number of a company's risks designed to illustrate 
the impact or significance of risks on one axis and 
likelihood on the other. Risk profile maps are used to 
assist in identifying, prioritizing, and quantifying (at a 
macro level) risks to an organization. This 
representation often takes the form of a two-
dimensional grid with impact on one axis, and 
likelihood on the other axis; the risks that fall in the 
high impact/high likelihood quadrant are given 
priority risk-management attention.   
 
Risk Matrix - 
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Scenario Analysis - a process that identifies possible 
future events by considering possible alternative 
outcomes. Consequently, it is used to identify risks 
assuming each of these alternative future events 
might occur. This can be done formally or informally 
and qualitatively or quantitatively. 

 
Stakeholder - person who or organization that can 
affect, be affected by, or perceive themselves to be 
affected by a decision or activity. 
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II. THE ERM 
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The ERM Framework 
 

 
 

The Megawide ERM Framework is customized to Megawide Group’s 
and individual business units’ operating environment and aligned on 
the recently published ISO 31000:2018 which contains standards 
relating to risk management codified by the International Organization 
for Standardization. The purpose of ISO 31000:2018 is to provide 
principles and generic guidelines on risk management.  It seeks to 
provide a universally-recognized standard for practitioners and 
companies employing risk management processes to replace the 
myriad of existing principles, standards and methodologies that 
differed between and among industries. 
 
As part of its legal and regulatory compliance requirements, Megawide 
and the Group implement this ERM Framework.  To ensure its effective 
and sustainable implementation, Megawide and the Group ensure the 
alignment with each other of the following components: the ERM 
process and Group culture; ERM objectives and Group objectives; and 
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key risk indicators (KRIs) and key performance indicators (KPIs).  
Specific accountabilities and responsibilities shall be established and 
necessary resources shall be allocated to set the process into motion. 
 

Leadership and Commitment  
 
The Framework is anchored on the leadership and commitment of the 
Board of Directors and top Management to implement the ERM 
Program across the Group.  It is envisioned to be dynamic and shall be 
continuously improved in order to be responsive to the needs of 
Megawide and the Group and attain their desired state. 
 

Integrating Risk Management 
 
Everyone is a Risk Manager. This vision can only be achieved once the 
risk management mindset has been integrated and embedded into 
Megawide’s and the Group’s organizational purpose, governance, 
leadership and commitment, strategy, objectives and operations.  
 
Integrating risk management in Megawide and the Group is a dynamic 
and iterative process and was customized to address their
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The key roles and responsibilities that are necessary to ensure 
effective ERM are summarized as follows: 
 

Group/Individual Responsibilities 

Board of Directors 
(Board)
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Group/Individual Responsibilities 

President & Chief 
Executive Officer 

Is the overall/comprehensive ERM 
executive; final enforcer of ERM 
strategies; heads the Risk Management 
Executive Committee. 

Risk Management 
Executive Committee 
(RMEC) 

ERM think tank; defines risk priorities, 
aligning risk policies and strategies with 
overall company plan. 

Chief Risk Officer The champion of ERM at Megawide; 
develop, implement risk management 
process, tools and methodologies; 
analyze, develop and execute policies 
and report risks; submit risk report to 
the Board; assess company risk profiles. 

Heads of subsidiaries, 
business units, projects 

Business risk champions; supports the 
RMEC in cascading the program to the 
various functional groups/business units 
and in assessing and reporting risks. 

Risk Owners Have the overall accountability for and 
ownership of the assigned risks and 
other risks in his functional areas of 
responsibility; manage risks at source. 

Risk Agents (All 
Employees) 

Must regard risk management as part of 
their everyday activities; report 
emerging risks/opportunities to 
business risk champion. 

Internal Audit Provides independent assessment of the 
ERM framework on a corporate-wide 
basis; review compliance and assurance. 

  

Implementing Risk Management 
 
The Chief Risk Officer (CRO) leads the implementation of the Megawide 
ERM Program.  Appropriate timing and strategy for implementation 
was determined.  The CRO 
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making and target-setting are aligned with the outcomes of the risk 
management process.  
  
Each Business Group or line management should ensure that it adheres 
to the following: 

o Hold the Business Group Head and line management 
accountable for the management of risks that are 
significant to the fulfillment of business objectives; 

o Set appropriate goals, objectives, targets and 
performance indicators for all operations to ensure 
that risks are effectively managed under the set ERM 
Framework; 

o Allocate adequate financial and human resource for 
risk management consistent with corporate priorities, 
and; 

o Ensure that employees at all levels within their group 
have the competence and responsibility through 
selection, education and training to carry out the ERM 
process. 
 

Monitoring and Review of the ERM Framework 
 
The implementation of the ERM Program shall be assessed by the 
Internal Audit Department annually using an ERM Maturity 
Assessment Questionnaire.  The Questionnaire considers certain 
criteria to determine the level of the organization’s maturity in 
implementing the ERM Program.  The criteria are grouped into 
components which are critical in ensuring successful implementation 
of the program, namely, governance and organization, risk 
management strategy, reporting and communication structure, tools 
and technology and Megawide’s and the Group’s culture and 
capability. 
 

Continuous Improvement of the ERM Framework 
 
The ERM Framework, Process and Plan shall be reviewed and improved 
periodically, taking into consideration Megawide’s and the Group’s 
internal and external environment at each period.  The results of the 
assessment by the Internal Audit Department shall also be used to 
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III. THE ERM PROCESS 
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making processes within Megawide and the Group to support 
achievement of strategies and objectives. 
 
Establishing the Context involves defining and understanding the 
internal and external parameters to be considered when managing 
risk.  The objectives, strategies, scope and parameters of the activities 
of the organization, or those parts of the organization where the risk 
management process is being applied, should be established.  
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recognized that comprehensive identification is critical 
because a risk that is not identified at this stage will not be 
included in further analysis.  This step essentially aims to 
answer the question: What circumstances or events might 
affect the achievement of the objectives? 

 
Megawide adopts the ISO definition of Risk which is “the effect 
of uncertainty on objectives.” The effect may be positive, 
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or move cash funds quickly and without loss of value 
to wherever they are needed most. 

 
It should be emphasized that the Business Risk Dictionary is 
intended only to be a guide to risk identification.  Risk 
definition may be revised to better reflect the context under 
which risk identification is done.  

 

¶ Risk Analysis – process to comprehend the nature of risk and 
to determine the level of risk. 

 
The next step in the risk management process is Risk Analysis, 
which means developing a thorough understanding of each 
risk. This step involves consideration of the causes and sources 
of risks, their consequences or impact, the likelihood of the 
impact, and the effectiveness by which the risks are managed.  
Qualitative and quantitative analysis of the risk shall be done 
in order to come up with risk ratings upon which priority risks 
will be determined. Risk analysis shall provide an input to risk 
evaluation as well as to decisions on whether risks are to be 
treated and on the most appropriate risk treatment strategies. 
 
Megawide uses a Risk Assessment Criteria Matrix in analyzing 
and evaluating risks.  This matrix was designed primarily for 
enterprise risk management, but may be used by subsidiaries 
and functional groups in other levels of risk assessment.  A 
similar matrix may be developed for each function. 

 

¶ Risk Evaluation – process of comparing the results of risk 
analysis with risk criteria to determine whether the risk and/or 
magnitude is acceptable or tolerable. 

 






