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ANTI-FRAUD POLICY 
 
I. RATIONALE 
 

Guided by the highest legal, ethical, and moral standards, Megawide Construction Corporation 
(“Megawide” or the “Company”) 
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11. Theft – Unlawfully appropriating property belonging to Company, including information, 
with the intent to deprive the Company permanently of the same. 

12. Other Illegal and Irregular Transactions – Acts or dealings which are related or 
similar to those listed herein, including those described and listed in the Code of Conduct, 
Code of Discipline, Whistleblowing Policy and other Company policies as well as those 
covered by applicable laws, rules, and regulations. 

 
B. Examples of Fraudulent Activities 

 
The following are some (not exhaustive) examples of Fraudulent Activities:  

 
1. Falsification, forgery, or alteration of any document or account belonging to the Company; 
2. Falsification, forgery, or alteration of a check, bank transfer, or any other financial 

document; 
3. Falsification, forgery, or alteration of expense claims (e.g. contractor’s billings); 
4. Knowingly generating or paying false billings, claims, or invoices; 
5. Unauthorized premium discounting; 
6. Undertaking or assisting in illegal activities (e.g. money laundering); 
7. Conspiring or conniving with third parties (e.g. service providers, contractors, vendors);  
8. Embezzlement of Company funds; 
9. Unauthorized taking of or misappropriating funds, supplies or other assets of the 

Company; 
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1. Providing Concerned Parties with an effective and confidential reporting mechanism, such 
as (but not limited to) the Whistleblowing Policy or the Sumbong Anomalya, Protektahan 
ang Kumpanya (“SAPAK”) campaign of the Company.  

2. 
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that the course of action they have pursued, is pursuing, or about to pursue, may result in a 
conflict of interest, they should immediately report the same pursuant to the policies and 
procedures of the Company. 

 
B. Relationship with Contractors, Suppliers, and Other Service Providers 
 

The 
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Chief Audit Executive, Chief Compliance Officer, Chief Legal Officer, and/or Head of 
Security, especially when they believe that there is an opportunity for fraud because of poor 
procedures or oversight. 

5. Report Fraudulent Activities or any suspected irregularities in accordance with the policies 
and procedures implemented by the Company.  

6. Cooperate in any investigation. 
7. Treat information relating to investigations as confidential. 

 
The Board’s Audit and Compliance Committee shall have the responsibility to: 

 
1. Review this Policy’s appropriateness and effectiveness. 
2. Oversee investigations into matters within the its scope, through the Chief Audit Executive, 

such as the evaluation of the effectiveness of the Company’s internal key controls to deter or 
prevent Fraudulent Activities, cases of Fraudulent Activities committed by employees, 
personnel and contractors, forensic investigations, misconduct and/or conflicts of interest. 

3. Receive and review reports of the FIC and the Chief Audit Executive on the prevention, 
detection and investigation of Fraudulent Activities, conflicts of interest, and other forms of 
misconduct and unethical or immoral activities within Megawide. 

 
IX. REPORTING FRAUDULENT ACTIVITIES 
 

Concerned Parties who suspect the occurrence of any Fraudulent Activity must immediately 
report the same in accordance with the policies and procedures of the Company. These include 
reporting the matter to the Internal Audit Department, Legal Department, Human Resources 
Department, and/or through the Whistleblowing Policy/SAPAK campaign of the Company.  

 
All Fraudulent Activities reported, that could affect the Company’s financial statements, shall be 
coordinated by the Chief Audit Executive with the Chief Financial Officer and Compliance Officer, 
who shall refer the matter to the appropriate Board Committees.  
 
Queries as to whether an action constitutes a Fraudulent Activity may be addressed to the 
following officers of the Company:  

 
1. Chief Audit Executive; 
2. Chief Legal Officer/Compliance Officer; 
3. Chief Human Resources Officer; and 
4. Head of Security/AVP - Security. 

 
X. REFERENCE TO LEGISLATION AND NON-COMPLIANCE WITH THIS POLICY 
 

This Policy was drafted, reviewed and benchmarked in accordance with the following legislations:  
 

1. Act No. 3815 as amended – The Revised Penal Code  
2. Republic Act No. 3019 as amended – Anti Graft and Corrupt Practices Act 
3. Republic Act No. 10173 – Data Privacy Act of 2012 
4. The Foreign Corrupt Practices Act of 1977 of the United States of America. 

 
Therefore, a breach of this Policy may entail grave consequences in the form of civil and criminal 
liabilities, such as awards and damages in the first, and severe fines and imprisonment in the 
second. The failure to comply with this Policy will likewise result in disciplinary measures, as 
provided in the Code of Conduct, Code of Discipline, and other policies of Megawide, and 
administrative charges that may lead to dismissal from, or termination of relationship with the 
Company, regardless if such breach results in a violation of law. 

 
XI. APPLICABLE LAW  

  
The provisions of this Policy may be modified or amended, to the extent necessary, in order to 
comply with applicable laws, rules, and regulations imposed by the Republic of the Philippines 
or local government units especially those where Megawide conducts or operates business. 

 
THIS POLICY WAS APPROVED BY THE BOARD ON 


